Appliance for Detection and
'Blocking of;Unauthorized Devices
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Product name ManageCube IP Guard Appliance Model

Dimensions W IT15mm XD 111 mm X H51 mm
Weight 889¢g

Power supply AC110~220V

Processor Intel Celeron Processor | R U S
Memory capacity 2GB

SSD 32GB

LAN interface 10/100/1000 Base X 1
USB port 4 (USB3.0)

Guaranteed operating temperature 0~50C

4144[

Standard 3-year warranty
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*The specifications are subject to change without notice.

Control accesses from computers, smartphones, tablets or via wireless LANs to office network.
List unregistered devices in a network administrator list for easy setting on the browser.
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Developer / Exclusive distributor Contact

Actworks Co., Ltd.

Tamai Bld. West 4th Floor, 1-6-25,
Utsubohonmachi, Nishi-ku, Osaka, Japan
Opening hours: Weekdays 9:00 - 18:00

Mail info@actworks.ne.jp ACtWOFkS CO., Ltd.

http://www.actworks.ne.jp
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Basic features Control accesses to office network.

Permit / Accesses to office network are available.
Ban / Accesses to office network are banned.

Temporarily permit / Accesses to office network are
available for a limited period.

A list of devices detected by connecting to office network.
Also used for company's asset management.

Device list

Not permitted

Notify of unauthorized accesses.
Notify specified e-mail address when an unregistered device connects to
office network for the first time.

Management Back up with SQL and import the device list.
Detect and block unauthorized devices features Back up with CSV and import the device list. Can be used for asset management.
o Detect accesses to office network wlMonitoring unauthorized devices IP address settmg and passworq of ManageCube can be
changed depending on the environment.

E-mail

Banned from 5 .
anned from access notification

® Block connections L pyme——— TN

® Authorize (permanent or temporary) Listof network devices
options are also available R il B B

* Notify specified e-mail address when TN T N— z Mamage CURE P Guar New features
detected T iiﬁiZﬁLﬁIii‘; e — Sowrcivem |

® VLAN setting is also available R;CG ba wmein moswan g;mM> " o — New schedule Manage the schedule of access permission to office network.
(Server version) e i < C manager -Specify by time, day, and period -10 types of schedules available

Block accesses from personal computers/ Block accesses from unauthorized computers in Action| - Action name | Present Today| Starttime | End time | Sun Mon Tue|Wed Thu| Fri Sat| Startdate | End date Note
smartphones or outside computers to office network meeting room 10 ;Lé?;r}sgigﬁ Bock| O | 12:00 | 12:45 ololololo permit using durng | 1
11 | Regular time O | 09:00 17:00 O[0|0[0|0O Business hours | 11
Personal MeStinglieom 12 | Yorkatholday g, 13:00 | 15:00 |O O 12
computers Office 13 | Wokatweekday |giock| O | 13:00 | 15:00 ololo|o|o 13
Office network 14 | Jone R Teock | O | 18:00 | 22:00 olo|o|o|o 14
network [ Er?]rasﬁzgilones V~,.. ) 15 | phedfied giock 13:00 | 21:00 @ 15
- ' "uimeetmg e 16 | phecfied giock 13:00 | 17:00 O 16
Banned from access " Outside Banned from, access 17 | ghedfied  lgiock| O | 13:00 | 15:00 o 17
computers 18| Peogee O | 09:00 | 20:00 ololololo] | 201910:01 20191001 18
19 | pheonsd  |Block 08:30 [19:30 |O|0|0|0|0|0|0O] 20190901 2019-09-01 19




